Page 1



3GPP TSG-SA WG6 Meeting #25
S6-181224
Sophia Antipolis, France, 23rd – 27th July 2018
(revision of S6-181011, 1138)

	CR-Form-v11.2

	CHANGE REQUEST

	

	
	23.222
	CR
	0023
	rev
	2
	Current version:
	16.0.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	Enhancement to reference points for eCAPIF

	
	

	Source to WG:
	China Telecom,Huawei

	Source to TSG:
	S6

	
	

	Work item code:
	eCAPIF
	
	Date:
	2018-07-13

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	Since the functional model for the CAPIF to support 3rd party API providers new  reference points,such as the CAPIF-3e, CAPIF-4e and  CAPIF-5e, the descriptions of the reference points in  6.4 of 3GPP TS 23.222 should be updated. 

	
	

	Summary of change:
	Correct the descriptions of CAPIF-2 and CAPIF-2e, and add the descriptions of CAPIF-3e/4e/5e.

	
	

	Consequences if not approved:
	Inaccurate descriptions of CAPIF-2/2e, and no descriptions of CAPIF-3e/4e/5e, which result  in incomplete descriptions of the reference points in  6.4 of 3GPP TS 23.222.

	
	

	Clauses affected:
	6.4.4, 6.4.5, 6.4.9 (new), 6.4.10 (new), 6.4.11 (new)

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


* * * First Change * * * *

6.4.4
Reference point CAPIF-2 (between the API invoker and the API exposing function)

The CAPIF-2 reference point, which exists between the API invoker and the API exposing function belonging to the same trust domain, is used for the API invoker to communicate with the service APIs.
The CAPIF-2 reference point supports:

-
Authenticating the API invoker based on the identity and credentials of the API invoker;

-
Authorization verification for the API invoker upon accessing the service API; and 

-
Invocation of service APIs.

NOTE 1:
The aspects related to the specific service API invocation in reference point CAPIF-2 are out of scope of the present document.

NOTE 2:
The security aspects of CAPIF-2 will be specified by SA3.
6.4.5
Reference point CAPIF-2e (between the API invoker and the API exposing function)

The CAPIF-2e reference point, which exists between the API invoker and the API exposing function belonging to a different trust domain, is used for the API invoker to communicate with the service APIs.

The CAPIF-2e reference point supports all the functions of CAPIF-2.

NOTE:
The security aspects of CAPIF-2e will be specified by SA3.

* * * Next Change * * * *

6.4.9
Reference point CAPIF-3e (between the API exposing function and the CAPIF core function)

The CAPIF-3e reference point, which exists between the API exposing function within the 3rd party trust domain and the CAPIF core function within the PLMN trust domain, is used for exercising access and policy related control for service API communications initiated by the API invoker.
The CAPIF-3e supports all the functions of CAPIF-3.
NOTE:
The security aspects of CAPIF-3e will be specified by SA3.

Editor's note:
Reference to the appropriate SA3 specification is needed.

* * * Next Change * * * *

6.4.10
Reference point CAPIF-4e (between the API publishing function and the CAPIF core function)

The CAPIF-4e reference point, which exists between the API publishing function within the 3rd party trust domain and the CAPIF core function within the PLMN trust domain, is used for publishing the service API information.

The CAPIF-4e reference point supports all the functions of CAPIF-4.
NOTE:
The security aspects of CAPIF-4e will be specified by SA3.

Editor's note:
Reference to the appropriate SA3 specification is needed.

* * * Next Change * * * *

6.4.11
Reference point CAPIF-5e (between the API management function and the CAPIF core function)

The CAPIF-5e reference point, which exists between the API management function within the 3rd party trust domain and the CAPIF core function within the PLMN trust domain, is used for management of service API and API invoker information.
The CAPIF-5e reference point supports all the functions of CAPIF-5.
NOTE:
The security aspects of CAPIF-5e will be specified by SA3.

Editor's note:
Reference to the appropriate SA3 specification is needed.

* * * End Change * * * *

